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Terms and conditions
Access to the halls data network is provided to students in halls to support them in their academic studies at Southampton University;
Use is subject to the University of Southampton regulations:
http://www.calendar.soton.ac.uk/sectionIV/
In addition to this the University also permits limited social / recreational use.
This does not include any activities which:
Are illegal
This includes breaching copyright by making any copies of, or providing for copying, any copyrighted electronic works (such as music, films, TV or radio programs) without the consent of the copyright owner. This includes downloading and sharing. A work that is available to be copied does not mean it is available legally.
Breach any University Regulations
All use is subject to the University regulations, to which all University members have agreed to abide by; these include the regulations for Use of Computers, Voice, Data and the Internet.
· You must not provide anyone else access to the network or any other University services by 
· Permitting others to use your network access in your room (you remain responsible and liable for all use of the facilities in your room) 
· Connecting insecure [1] wireless access points to the halls data network 
· Running services for other users 
· Giving them your password 
· Logging them into our services with your username 
· Your password is for your own use. The University will never ask for your password in any communication or e-mail 
Interfere with the normal operation of University services
Deliberate or accidental use that results in
· Excessive use of resources, such as overloading 
· Preventing access by other users to services for academic use 
· Disruption to the normal operation of any university service 
Note: Certain types of software can disrupt the operation of the network. These include but are not limited to peer to peer file sharing programs, Media streaming applications(used for watching TV online), Computer viruses.
In cases of any use that is illegal, a breach of University regulations or unreasonable:
· The University has the right to limit, block, restrict or remove access to any network services in order to 
· Prevent further misuse of University facilities 
· Investigate misuse 
· Protect access to services for other users 
If necessary these measures may be taken without warning to users
· Disciplinary action may be taken against that user in accordance with the University regulations if any misuse by any user is either 
· Considered serious enough to require immediate formal disciplinary action or 
· A repeated or second offence (after receiving a formal warning) 
Other notes
· Halls Firewall rules do apply which may restrict use of certain software and services, including  
· Use of computer games 
· Peer to peer file sharing 
· Network traffic may be monitored 
[1]   IF you attach wireless devices to the Halls network points then
· They must be only used for your own personal use 
· You *must* ensure that a suitable level of security is applied to the wireless - a minimum level of WPA2 encryption is required, WEP is not acceptable
· You must not allow anyone else to attach to your wireless devices, or share the encryption keys with any other person.
